**ecsec ermöglicht elektronische Signaturen mit dem Personalausweis**

**[Berlin, 22. März 2018] Im Rahmen des heute im Bundesministerium für Wirtschaft und Energie stattfindenden** [**„eIDAS Summit“**](https://www.eid.as/summit) **hat ecsec eine wichtige Neuerung vorgestellt: Ab sofort kann der Personalausweis mit Online-Ausweisfunktion nicht nur zur starken Authentisierung und sicheren Identifizierung, sondern nun auch zur Erstellung fortgeschrittener elektronischer Signaturen im Einklang mit maßgeblichen Europäischen und internationalen Standards eingesetzt werden.**

**Der Personalausweis mit Online-Ausweisfunktion ...**

Mit dem seit November 2010 ausgegebenen Personalausweis steht bekanntlich ein hochsicheres, datenschutzfreundliches und in Verbindung mit geeigneten Smartphones auch mobil nutzbares Identifizierungs- und Authentisierungsmittel zur Verfügung. Durch die [Notifizierung](https://www.bsi.bund.de/DE/Themen/DigitaleGesellschaft/ElektronischeIdentitaeten/Online-Ausweisfunktion/eIDAS-Notifizierung/eIDAS-Notifikation_node.html) der Online-Ausweisfunktion des deutschen Personalausweises und des elektronischen Aufenthaltstitels auf dem höchstmöglichen Vertrauensniveau (Level of Assurance „high“), wird der deutsche Personalausweis ab dem 29. September 2018 europaweit zur elektronischen Identifizierung in digitalen Verwaltungsverfahren anerkannt.

**… ab sofort mit fortgeschrittener elektronischer Signatur!**

Zur stetig wachsenden Anzahl der Anwendungen für den digitalen Personalausweis kommt nun eine weitere besonders nützliche hinzu: Die fortgeschrittene elektronische Signatur von Dokumenten und Daten gemäß [Artikel 26](https://www.eid.as/home/#article26) der „Verordnung (EU) Nr. 910/2014 des Europäischen Parlaments und des Rates vom 23. Juli 2014 über elektronische Identifizierung und Vertrauensdienste für elektronische Transaktionen im Binnenmarkt und zur Aufhebung der Richtlinie 1999/93/EG”, die gemeinhin als [„eIDAS-Verordnung”](https://eid.as/) bekannt ist. Hierdurch werden zusätzlich zum Nachweis der Identität des Unterzeichners (vgl. § 18 PAuswG) auch die Unversehrtheit (Integrität) und Herkunft (Authentizität) eines unterzeichneten Dokumentes oder Datensatzes sichergestellt. Durch die Unterstützung der einschlägigen Europäischen Normen und bei [ETSI](http://www.etsi.org/) standardisierten Signaturformate für „Advanced Electronic Signatures“ ([CAdES](http://www.etsi.org/deliver/etsi_en/319100_319199/31912201/01.01.01_60/en_31912201v010101p.pdf), [PAdES](http://www.etsi.org/deliver/etsi_en/319100_319199/31914201/01.01.01_60/en_31914201v010101p.pdf) und [XAdES](http://www.etsi.org/deliver/etsi_en/319100_319199/31913201/01.01.01_60/)) ist die größtmögliche Verkehrsfähigkeit und Interoperabilität sichergestellt. Durch die modulare Architektur und die Unterstützung der bei [OASIS](https://www.oasis-open.org/) standardisierten Schnittstellen, ist die Integration der innovativen Lösung in bestehende IT-Architekturen sehr leicht möglich.

“*Wir freuen uns, dass der elektronische Personalausweis ab sofort nicht mehr nur zur starken Authentisierung und Identifizierung, sondern nun auch für fortgeschrittene elektronische Signaturen genutzt werden kann“,* erläutert Dr. Detlef Hühnlein, Geschäftsführer der ecsec GmbH.

Über die ecsec GmbH

ecsec ist ein spezialisierter Berater und Anbieter innovativer Lösungen im Bereich Sicherheit in der Informations- und Kommunikationstechnologie, Sicherheitsmanagement, Chipkartentechnologie, Identity Management, Web Security und elektronischer Signaturtechnologie. Basierend auf Erfahrungen aus mehreren Beratungsprojekten mit internationaler Reichweite zählt die ecsec GmbH zu den führenden Anbietern in diesem Bereich und unterstützt namhafte Kunden bei der Konzeption und Umsetzung maßgeschneiderter Lösungen. Durch die Berücksichtigung des jeweiligen Standes der Wissenschaft und Technik und der aktuellen und zukünftigen internationalen Standards sind eine exzellente Beratungsqualität und der nachhaltige Kundenerfolg garantiert. Zum Beispiel entwickelte ecsec die [Open eCard App](https://openecard.org/), welche als erster und einziger Open Source eID-Client vom Bundesamt für Sicherheit in der Informationstechnik zertifiziert wurde und erhielt zahlreiche internationale Auszeichnungen für ihren innovativen [SkIDentity](https://skidentity.de) Dienst, mit dem „Mobile eID as a Service“ ermöglicht wird.
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